**V. ПРЕГЛЕД ОДРЕДБИ ЗАКОНА КОЈЕ СЕ МЕЊАЈУ, ОДНОСНО ДОПУЊУЈУ**

**Значење појединих израза**

Члан 2.

Поједини изрази, у смислу овог закона, имају следеће значење:

1) електронско пословање је употреба података у електронском облику, средстава електронске комуникације и електронске обраде података у обављању послова физичких и правних лица;

2) електронски облик података је дигитални запис података погодан за електронску обраду и пренос путем средстава електронске комуникације;

3) електронска трансакција је пословна активност између две или више страна која се обавља електронским путем;

4) електронски документ је скуп података састављен од слова, бројева, симбола, графичких, звучних и видео материјала, у електронском облику;

5) производ је хардвер, софтвер односно хардвер са припадајућим софтвером, или њихове одговарајуће компоненте, намењен електронској обради, електронском преносу односно чувању података;

6) интероперабилност је способност два или више система или њихових компоненти да размењују податке и омогуће заједничку употребу података и знања;

7) орган јавне власти је државни орган, орган аутономне покрајине, орган јединице локалне самоуправе, предузећа, установе, организације и појединци којима су поверени послови из надлежности Републике Србије, односно јавна овлашћења;

8) физичко лице у својству регистрованог субјекта је физичко лице које је регистровано за обављање одређене делатности у складу са законом;

9) аутентикација је процес провере идентитета правног лица, физичког лица или физичког лица у својству регистрованог субјекта укључујући проверу интегритета и порекла података за које се претпоставља да их је то лице створило, односно послало;

10) идентификациони подаци представљају скуп података на основу којих је могуће једнозначно утврдити идентитет правног лица, физичког лица или физичког лица у својству регистрованог субјекта;

11) електронска идентификација је поступак коришћења личних идентификационих података у електронском облику који једнозначно одређују правно лице, физичко лице или физичко лице у својству регистрованог субјекта;

12) средство електронске идентификације је материјално односно нематеријално средство које садржи идентификационе податке и којим се доказује идентитет приликом аутентикације;

13) шема електронске идентификације је систем издавања средства електронске идентификације правном лицу, физичком лицу или физичком лицу у својству регистрованог субјекта;

14) услуга електронске идентификације је услуга која омогућава коришћење одређене шеме електронске идентификације у електронским трансакцијама при чему се у оквиру те услуге пружају гаранције да идентификациони подаци из средства електронске идентификације одговарају лицу коме је средство издато;

14А) ЧВОР (ЕНГ. NODE) ПРЕДСТАВЉА МЕСТО ПРИКЉУЧЕЊА КОЈИ ЈЕ ДЕО СТРУКТУРЕ ИНТЕРОПЕРАБИЛНОСТИ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И ОМОГУЋАВА ПРЕКОГРАНИЧНУ АУТЕНТИКАЦИЈУ ЛИЦА И ИМА ФУНКЦИЈУ ПРЕПОЗНАВАЊА И ОБРАДЕ, ОДНОСНО ПРОСЛЕЂИВАЊА ПРЕНОСА ПОДАТАКА НА ДРУГЕ ЧВОРОВЕ ТАКО ШТО ОБЕЗБЕЂУЈЕ ДА СЕ ИНФРАСТРУКТУРА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ЈЕДНЕ ДРЖАВЕ ПОВЕЖЕ СА ИНФРАСТРУКТУРОМ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ДРУГЕ ДРЖАВЕ;

15) услуга од поверења је електронска услуга која олакшава пословну активност између две или више страна при чему се заснива на томе да пружалац услуге странама гарантује веродостојност појединих података, а која је као таква одређена овим законом;

16) пружалац услуга од поверења је правно лице или физичко лице у својству регистрованог субјекта које пружа једну или више услуга од поверења;

17) поуздајућа страна је правно или физичко лице које се поуздаје у услугу електронске идентификације односно услугу од поверења;

18) квалификована услуга од поверења је услуга од поверења која испуњава услове утврђене овим законом за квалификовану услугу од поверења ;

19) пружалац квалификоване услуге од поверења је правно лице или физичко лице у својству регистрованог субјекта које пружа једну или више квалификованих услуга од поверења У СКЛАДУ СА ОВИМ ЗАКОНОМ;

20) електронски потпис је скуп података у електронском облику који су придружени или логички повезани са другим (потписаним) подацима у електронским облику тако да се електронским потписом потврђује интегритет тих података и идентитет потписника;

21) електронски печат је скуп података у електронском облику који су придружени или логички повезани са другим (печатираним) подацима у електронском облику тако да се електронским печатом потврђује интегритет тих података и идентитет печатиоца;

22) подаци за креирање електронског потписа односно печата су јединствени подаци које користи потписник односно печатилац за креирање електронског потписа односно печата и који су логички повезани са одговарајућим подацима за валидацију електронског потписа односно печата;

23) подаци за валидацију електронског потписа односно печата су подаци на основу којих се проверава да ли електронски потпис односно печат одговара подацима који су потписани односно печатирани;

24) сертификат за електронски потпис односно печат је електронска потврда којом се потврђује веза између података за валидацију електронског потписа односно печата и идентитета потписника односно печатиоца;

25) потписник је физичко лице које је креирало електронски потпис и чији су идентификациони подаци наведени у сертификату на основу кога је креиран тај електронски потпис, то јест сертификату којим се потврђује веза између идентитета тог потписника и података за валидацију електронског потписа који одговарају подацима за креирање електронског потписа које је потписник користио при креирању тог електронског потписа;

~~26) ПЕЧАТИЛАЦ ЈЕ ПРАВНО ЛИЦЕ, ФИЗИЧКО ЛИЦЕ ИЛИ ФИЗИЧКО ЛИЦЕ У СВОЈСТВУ РЕГИСТРОВАНОГ СУБЈЕКТА У ЧИЈЕ ИМЕ СЕ КРЕИРА ЕЛЕКТРОНСКИ ПЕЧАТ И ЧИЈИ СУ ИДЕНТИФИКАЦИОНИ ПОДАЦИ НАВЕДЕНИ У СЕРТИФИКАТУ НА ОСНОВУ КОГА ЈЕ КРЕИРАН ТАЈ ЕЛЕКТРОНСКИ ПЕЧАТ, ОДНОСНО У СЕРТИФИКАТУ КОЈИМ СЕ ПОТВРЂУЈЕ ВЕЗА ИЗМЕЂУ ИДЕНТИТЕТА ТОГ ПЕЧАТИОЦА И ПОДАТАКА ЗА ВАЛИДАЦИЈУ ЕЛЕКТРОНСКОГ ПЕЧАТА КОЈИ ОДГОВАРАЈУ ПОДАЦИМА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПЕЧАТА КОЈИ СУ ПО ОВЛАШЋЕЊУ ПЕЧАТИОЦА КОРИШЋЕНИ ПРИ КРЕИРАЊУ ТОГ ЕЛЕКТРОНСКОГ ПЕЧАТА;~~

26) ПЕЧАТИЛАЦ ЈЕ ПРАВНО ЛИЦЕ, ФИЗИЧКО ЛИЦЕ У СВОЈСТВУ РЕГИСТРОВАНОГ СУБЈЕКТА, ФИЗИЧКО ЛИЦЕ КОМЕ ЈЕ ПОВЕРЕНО ВРШЕЊЕ ЈАВНИХ ОВЛАШЋЕЊА ИЛИ ФИЗИЧКО ЛИЦЕ КОЈЕ У ОБАВЉАЈУ ДЕЛАТНОСТИ У СКЛАДУ СА ПОСЕБНИМ ПРОПИСИМА ИМА ПРАВО НА КОРИШЋЕЊЕ ПЕЧАТА (НПР. ЛИЦА КОЈА ИМАЈУ ЛИЦЕНЦУ ЗА ВРШЕЊЕ ПОСЛОВА ИЛИ ОБАВЉАЊЕ ДЕЛАТНОСТИ), У ЧИЈЕ ИМЕ СЕ КРЕИРА ЕЛЕКТРОНСКИ ПЕЧАТ И ЧИЈИ СУ ИДЕНТИФИКАЦИОНИ ПОДАЦИ НАВЕДЕНИ У СЕРТИФИКАТУ НА ОСНОВУ КОГА ЈЕ КРЕИРАН ТАЈ ЕЛЕКТРОНСКИ ПЕЧАТ, ОДНОСНО У СЕРТИФИКАТУ КОЈИМ СЕ ПОТВРЂУЈЕ ВЕЗА ИЗМЕЂУ ИДЕНТИТЕТА ТОГ ПЕЧАТИОЦА И ПОДАТАКА ЗА ВАЛИДАЦИЈУ ЕЛЕКТРОНСКОГ ПЕЧАТА КОЈИ ОДГОВАРАЈУ ПОДАЦИМА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПЕЧАТА КОЈИ СУ ПО ОВЛАШЋЕЊУ ПЕЧАТИОЦА КОРИШЋЕНИ ПРИ КРЕИРАЊУ ТОГ ЕЛЕКТРОНСКОГ ПЕЧАТА;

27) средство за креирање електронског потписа односно печата је техничко средство (софтвер односно хардвер) које се користи за креирање електронског потписа односно печата уз коришћење података за креирање електронског потписа односно печата;

28) валидација је поступак провере и потврђивања исправности електронског потписа односно електронског печата;

29) напредни електронски потпис је електронски потпис који испуњава додатне услове за обезбеђивање вишег нивоа поузданости потврђивања интегритета података и идентитета потписника у складу са овим законом;

30) квалификовани електронски потпис је напредни електронски потпис који је креиран квалификованим средством за креирање електронског потписа и који се заснива на квалификованом сертификату за електронски потпис И КОЈИ ЈЕ ИЗДАТ ОД СТРАНЕ ПРУЖАОЦА КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА У СКЛАДУ СА ОВИМ ЗАКОНОМ;

31) квалификовано средство за креирање електронског потписа је средство које испуњава услове прописане овим законом;

32) квалификовани сертификат за електронски потпис је сертификат за електронски потпис који издаје ~~КВАЛИФИКОВАНИ ПРУЖАЛАЦ УСЛУГА~~ ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ од поверења и који испуњава услове предвиђене овим законом;

33) напредни електронски печат је електронски печат који испуњава додатне услове за обезбеђивање вишег нивоа поузданости потврђивања интегритета података и идентитета печатиоца у складу са овим законом;

34) квалификовани електронски печат је напредни електронски печат који је креиран квалификованим средством за креирање електронског печата и који је заснован на квалификованом сертификату за електронски печат;

35) квалификовано средство за креирање електронског печата је средство које испуњава услове прописане овим законом;

36) квалификовани сертификат за електронски печат је сертификат за електронски печат који издаје ~~КВАЛИФИКОВАНИ ПРУЖАЛАЦ УСЛУГА~~ ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ од поверења и испуњава услове предвиђене овим законом;

36А) УСЛУГА УПРАВЉАЊА КВАЛИФИКОВАНИМ СРЕДСТВОМ ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА НА ДАЉИНУ ЈЕ УСЛУГА ИЗРАДЕ КВАЛИФИКОВАНОГ ЕЛЕКТРОНСКОГ ПОТПИСА НА ДАЉИНУ ПУТЕМ СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА КОЈИМ У ИМЕ ПОТПИСНИКА УПРАВЉА ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА И ГАРАНТУЈЕ ДА СЕ ПОДАЦИ ЗА ИЗРАДУ ЕЛЕКТРОНСКОГ ПОТПИСА КОРИСТЕ ПОД ИСКЉУЧИВОМ КОНТРОЛОМ ПОТПИСНИКА, У СКЛАДУ СА ОВИМ ЗАКОНОМ;

36Б) УСЛУГА УПРАВЉАЊА КВАЛИФИКОВАНИМ СРЕДСТВОМ ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПЕЧАТА НА ДАЉИНУ ЈЕ УСЛУГА ИЗРАДЕ КВАЛИФИКОВАНОГ ЕЛЕКТРОНСКОГ ПЕЧАТА НА ДАЉИНУ ПУТЕМ СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПЕЧАТА КОЈИМ У ИМЕ ПЕЧАТИОЦА УПРАВЉА ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА И ГАРАНТУЈЕ ДА СЕ ПОДАЦИ ЗА ИЗРАДУ ЕЛЕКТРОНСКОГ ПЕЧАТА КОРИСТЕ ПОД ИСКЉУЧИВОМ КОНТРОЛОМ ПЕЧАТИОЦА, У СКЛАДУ СА ОВИМ ЗАКОНОМ;

37) СЕРТИФИКАТ ЗА АУТЕНТИКАЦИЈУ ВЕБ САЈТА ЈЕ ПОТВРДА ПОМОЋУ КОЈЕ ЈЕ МОГУЋЕ ИЗВРШИТИ АУТЕНТИКАЦИЈУ ВЕБ САЈТА И КОЈОМ СЕ ВЕБ САЈТ ПОВЕЗУЈЕ СА ИДЕНТИТЕТОМ ФИЗИЧКОГ ИЛИ ПРАВНОГ ЛИЦА КОМЕ ЈЕ СЕРТИФИКАТ ИЗДАТ;

38) квалификовани сертификат за аутентикацију веб сајта је сертификат за аутентикацију веб сајта коју издаје ~~КВАЛИФИКОВАНИ ПРУЖАЛАЦ УСЛУГА~~ ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ од поверења и испуњава услове предвиђене овим законом;

39) електронски временски жиг је званично време придружено подацима у електронском облику којим се потврђује да су ти подаци постојали у том временском тренутку;

40) квалификовани електронски временски жиг је електронски временски жиг који испуњава услове утврђене овим законом за квалификовани електронски временски жиг И ИЗДАТ ЈЕ ОД СТРАНЕ ПРУЖАОЦА КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА У СКЛАДУ СА ОВИМ ЗАКОНОМ;

41) услуга електронске доставе је услуга преноса података електронским путем у оквиру које пружалац услуге обезбеђује доказе о поступању са пренесеним подацима, укључујући доказ слања и пријема података, чиме се пренесени подаци штите од ризика губитка, крађе, оштећења односно било којих неовлашћених промена;

42) конверзија је превођење документа из једног облика у други тако да је очуван садржај документа;

43) дигитализација је конверзија документа из облика који није електронски у електронски облик;

44) дигитализовани документ је документ који је настао дигитализацијом изворног докумената;

45) тело за оцењивање усаглашености је тело овлашћено за спровођење оцењивања усаглашености ~~КВАЛИФИКОВАНОГ ПРУЖАОЦА УСЛУГА~~ ПРУЖАОЦА КВАЛИФИКОВАНЕ УСЛУГЕ од поверења и квалификоване услуге од поверења коју он пружа са условима за пружање квалификованих услуга од поверења.

СВИ ПОЈМОВИ КОЈИ СЕ КОРИСТЕ У ОВОМ ЗАКОНУ У МУШКОМ РОДУ, ОБУХВАТАЈУ ИСТЕ ПОЈМОВЕ У ЖЕНСКОМ РОДУ.

**Примена**

Члан 3.

Пружалац услуга од поверења пружа услуге од поверења у складу са овим законом.

Одредбе овог закона не примењују се на услуге од поверења које се пружају ИСКЉУЧИВО у оквиру затвореног система, односно ограниченог круга учесника, који може бити одређен споразумом, интерним актом или прописом, и које немају утицај на треће стране, односно не обавезују трећа лица ван тог система.

**Потврда о пријему електронског документа**

Члан 13.

Потврда о пријему електронског документа је доказ да је тај документ примљен од стране примаоца.

Потврду о пријему електронског документа издаје прималац електронског документа или пружалац услуге електронске доставе.

~~ПОТВРДА О ПРИЈЕМУ ЕЛЕКТРОНСКОГ ДОКУМЕНТА МОЖЕ БИТИ САЧИЊЕНА У ФОРМИ ЕЛЕКТРОНСКОГ ДОКУМЕНТА.~~

Обавеза издавања потврде о пријему електронског документа и елементи садржаја потврде уређују се прописима или вољом странака, ако законом није другачије одређено.

**~~Достављање електронских докумената е између органа јавне власти и странака~~**

~~Члан 15.~~

~~ПОДНЕСАК ИЗРАЂЕН КАО ЕЛЕКТРОНСКИ ДОКУМЕНТ ФИЗИЧКА И ПРАВНА ЛИЦА (СТРАНКЕ) ДОСТАВЉАЈУ ОРГАНИМА ЈАВНЕ ВЛАСТИ ПУТЕМ ЕЛЕКТРОНСКЕ ПОШТЕ НА АДРЕСУ ЕЛЕКТРОНСКЕ ПОШТЕ КОЈА ЈЕ ОД СТРАНЕ ОРГАНА ЈАВНЕ ВЛАСТИ ОДРЕЂЕНА ЗА ПРИЈЕМ ЕЛЕКТРОНСКИХ ПОДНЕСАКА, ПУТЕМ УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ НА АДРЕСУ ЗА КВАЛИФИКОВАНУ ЕЛЕКТРОНСКУ ДОСТАВУ КОЈА ЈЕ ОД СТРАНЕ ОРГАНА ЈАВНЕ ВЛАСТИ ОДРЕЂЕНА ЗА ПРИЈЕМ ЕЛЕКТРОНСКИХ ДОКУМЕНАТА ИЛИ ДРУГИМ ЕЛЕКТРОНСКИМ ПУТЕМ АКО ЈЕ ЗАКОНОМ КОЈИ УРЕЂУЈЕ ТАЈ ПОСТУПАК ПРЕДВИЂЕНА МОГУЋНОСТ ЕЛЕКТРОНСКОГ ОПШТЕЊА, ОДНОСНО АКО ПИТАЊЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ ТИМ ЗАКОНОМ НИЈЕ ДРУГАЧИЈЕ УРЕЂЕНО.~~

~~ЕЛЕКТРОНСКИ ДОКУМЕНТ ИЗ СТАВА 1. ОВОГ ЧЛАНА ОРГАН ЈАВНЕ ВЛАСТИ ДОСТАВЉА СТРАНЦИ НА АДРЕСУ ЕЛЕКТРОНСКЕ ПОШТЕ, ОДНОСНО АДРЕСУ ЗА КВАЛИФИКОВАНУ ЕЛЕКТРОНСКУ ДОСТАВУ, КОЈА ЈЕ ОД СТРАНЕ СТРАНКЕ ОДРЕЂЕНА ЗА ПРИЈЕМ ЕЛЕКТРОНСКИХ ДОКУМЕНАТА ИЛИ ДРУГИМ ЕЛЕКТРОНСКИМ ПУТЕМ, У СКЛАДУ СА ПРОПИСОМ.~~

ЕЛЕКТРОНСКО ОПШТЕЊЕ И ЕЛЕКТРОНСКО ДОСТАВЉАЊЕ ИЗМЕЂУ ОРГАНА ЈАВНЕ ВЛАСТИ И СТРАНАКА

ЧЛАН 15.

ЕЛЕКТРОНСКО ОПШТЕЊЕ И ЕЛЕКТРОНСКО ДОСТАВЉАЊЕ ИЗМЕЂУ ОРГАНА ЈАВНЕ ВЛАСТИ И СТРАНАКА ВРШИ СЕ У СКЛАДУ СА ЗАКОНОМ КОЈИМ СЕ УРЕЂУЈЕ ОПШТИ УПРАВНИ ПОСТУПАК, ЗАКОНОМ КОЈИМ СЕ УРЕЂУЈЕ ЕЛЕКТРОНСКА УПРАВА И ДРУГИМ ПРОПИСИМА, КАО И ПУТЕМ УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ.

**1. Шеме електронске идентификације**

Услови које мора да испуњава шема електронске идентификације

Члан 17.

Шема електронске идентификације мора:

1) да садржи податке за идентификацију лица на издатим средствима за идентификацију, који јединствено одређују правно или физичко лице;

2) да обезбеди да ~~ИЗДАВАЛАЦ СРЕДСТАВА~~ ПРУЖАЛАЦ УСЛУГЕ електронске идентификације обезбеди идентификационе податке у оквиру средства електронске идентификације који одговарају лицу коме је средство издато;

3) да јасно дефинише техничке и друге услове који омогућавају поуздајућој страни проверу идентитета;

4) да испуњава услове за ниво поузданости у који се разврстава, из члана 18. овог закона.

Нивои поузданости шема електронске идентификације

Члан 18.

Шеме електронске идентификације разврставају се према нивоу поузданости на:

1) шеме основног нивоа поузданости, које обезбеђују ограничено поверење у идентитет којим се лице представља и користе средства и процедуре чија сврха је да смање ризик злоупотребе односно неистинитог представљања;

2) шеме средњег нивоа поузданости, које обезбеђују значајно поверење у идентитет којим се лице представља и користе средства и процедуре чија сврха је да значајно смање ризик злоупотребе односно неистинитог представљања;

3) шеме високог нивоа поузданости, које обезбеђују високо поверење у идентитет којим се лице представља и користе средства и процедуре чија сврха је да онемогуће злоупотребу односно неистинито представљање.

Влада, на предлог министарства надлежног за послове информационог друштва (у даљем тексту: Министарство), уређује ближе услове које морају да испуне шеме електронске идентификације за одређене нивое поузданости, а нарочито:

1) начин доказивања и провере идентитета физичког односно правног лица које захтева издавање средстава електронске идентификације;

2) начин издавања средстава електронске идентификације;

3) механизам аутентикације, путем кога физичко односно правно лице коришћењем средстава идентификације потврђује свој идентитет другој страни у електронској трансакцији;

4) услове које треба да испуни ~~ИЗДАВАЛАЦ СРЕДСТАВА~~ ПРУЖАЛАЦ УСЛУГЕ електронске идентификације;

4А) УСЛОВЕ КОЈИ СЕ ОДНОСЕ НА ПОДАТКЕ КОЈИ СЕ КОРИСТЕ У ПРОЦЕСУ ПРЕКОГРАНИЧНЕ САРАДЊЕ ЗА ФИЗИЧКА И ПРАВНА ЛИЦА ПРИЛИКОМ КОРИШЋЕЊА РЕГИСТРОВАНИХ ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ, А КОЈИ ОД ПОДАТАКА О ЛИЧНОСТИ САДРЖЕ ИМЕ И ПРЕЗИМЕ, ДАТУМ РОЂЕЊА, АДРЕСУ СТАНОВАЊА И ПОЛ, А У СВРХУ ПОУЗДАНЕ ПРОВЕРЕ ИДЕНТИТЕТА ЛИЦА;

5) услове које треба да испуне други учесници који су укључени у поступак издавања средстава електронске идентификације;

6) техничке и безбедносне карактеристике средстава електронске идентификације која се издају;

7) минималне техничке и организационе услове у циљу обезбеђивања интероперабилности шема електронске идентификације у складу са домаћим и међународним стандардима из ове области.

**~~Регистар пружалаца услуга електронске идентификације и шема електронске идентификације~~**

~~Члан 19.~~

~~ПРУЖАЛАЦ УСЛУГЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ПОДНОСИ МИНИСТАРСТВУ ЗАХТЕВ ЗА УПИС У РЕГИСТАР ПРУЖАЛАЦА УСЛУГА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ, КОЈИ ВОДИ МИНИСТАРСТВО.~~

~~РЕГИСТАР ИЗ СТАВА 1. ОВОГ ЧЛАНА ОД ПОДАТАКА О ЛИЧНОСТИ САДРЖИ ПОДАТКЕ О ОДГОВОРНИМ ЛИЦИМА, И ТО: ИМЕ, ПРЕЗИМЕ, ФУНКЦИЈУ И КОНТАКТ ПОДАТКЕ КАО ШТО СУ АДРЕСА, БРОЈ ТЕЛЕФОНА И АДРЕСА ЕЛЕКТРОНСКЕ ПОШТЕ.~~

~~МИНИСТАРСТВО ПРОПИСУЈЕ САДРЖАЈ И НАЧИН ВОЂЕЊА РЕГИСТРА ИЗ СТАВА 1. ОВОГ ЧЛАНА, КАО И НАЧИН ПОДНОШЕЊА ЗАХТЕВА ЗА УПИС У РЕГИСТАР, У СКЛАДУ СА ЗАКОНОМ КОЈИ УРЕЂУЈЕ ОПШТИ УПРАВНИ ПОСТУПАК, ПОТРЕБНУ ДОКУМЕНТАЦИЈУ УЗ ЗАХТЕВ, ОБРАЗАЦ ЗАХТЕВА И НАЧИН ОБЈАВЉИВАЊА ПОДАТАКА ИЗ РЕГИСТРА.~~

УПИС У РЕГИСТАР ПРУЖАЛАЦА УСЛУГА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ

ЧЛАН 19.

РЕГИСТАР ПРУЖАЛАЦА УСЛУГА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ПРЕДСТАВЉА СКУП ПОДАТАКА О ПРУЖАОЦИМА УСЛУГЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И О ШЕМАМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ, КОЈИ ВОДИ МИНИСТАРСТВО.

ПРУЖАЛАЦ УСЛУГЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ПОДНОСИ МИНИСТАРСТВУ ЗАХТЕВ И ПОТРЕБНУ ДОКУМЕНТАЦИЈУ ЗА УПИС У РЕГИСТАР ПРУЖАЛАЦА УСЛУГА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ И ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ.

РЕГИСТАР ИЗ СТАВА 1. ОВОГ ЧЛАНА ОД ПОДАТАКА О ЛИЧНОСТИ САДРЖИ ПОДАТКЕ О ОДГОВОРНИМ ЛИЦИМА, И ТО: ИМЕ, ПРЕЗИМЕ, ФУНКЦИЈУ И КОНТАКТ ПОДАТКЕ КАО ШТО СУ СЛУЖБЕНА АДРЕСА, БРОЈ СЛУЖБЕНОГ ТЕЛЕФОНА И СЛУЖБЕНА АДРЕСА ЕЛЕКТРОНСКЕ ПОШТЕ У СВРХУ ДОСТУПНОСТИ ПОДАТАКА КОРИСНИЦИМА УСЛУГЕ О ПРУЖАОЦУ УСЛУГЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ.

САСТАВНИ ДЕО РЕГИСТРА ИЗ СТАВА 1. ОВОГ ЧЛАНА СУ И ШЕМЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ СА ЛИСТЕ КОЈУ, У СКЛАДУ СА ЧЛАНОМ 9. УРЕДБЕ EIDAS, ОБЈАВЉУЈЕ ЕВРОПСКА КОМИСИЈА.

МИНИСТАРСТВО ПРОПИСУЈЕ САДРЖАЈ И НАЧИН ВОЂЕЊА РЕГИСТРА ИЗ СТАВА 1. ОВОГ ЧЛАНА, КАО И НАЧИН ПОДНОШЕЊА ЗАХТЕВА ЗА УПИС У ТАЈ РЕГИСТАР, У СКЛАДУ СА ЗАКОНОМ КОЈИ УРЕЂУЈЕ ОПШТИ УПРАВНИ ПОСТУПАК, ПОТРЕБНУ ДОКУМЕНТАЦИЈУ УЗ ЗАХТЕВ, ОБРАЗАЦ ЗАХТЕВА И НАЧИН ОБЈАВЉИВАЊА ПОДАТАКА ИЗ ТОГ РЕГИСТРА.

**2. Прекогранична сарадња у области електронске идентификације**

Интероперабилност техничких система

Члан 23.

Министарство сарађује са надлежним међународним телима по питањима прекограничне интероперабилности шема електронске идентификације и предузима мере из своје надлежности како би се успоставио што виши ниво интероперабилности шема електронске идентификације на националном нивоу.

ПРЕКОГРАНИЧНА ИНТЕРОПЕРАБИЛНОСТ РЕГИСТРОВАНИХ ШЕМА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ СЕ ОСТВАРУЈЕ ПУТЕМ УСПОСТАВЉАЊА ЧВОРА КОЈИ ОМОГУЋАВА ПРЕКОГРАНИЧНУ АУТЕНТИКАЦИЈУ ЛИЦА, ЧИМЕ СЕ ОБЕЗБЕЂУЈЕ ДА СЕ ИНФРАСТРУКТУРА ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ЈЕДНЕ ДРЖАВЕ ПОВЕЖЕ СА ИНФРАСТРУКТУРОМ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ДРУГЕ ДРЖАВЕ.

ЧВОР УСПОСТАВЉА И ЊИМЕ УПРАВЉА СЛУЖБА ВЛАДЕ НАДЛЕЖНА ЗА ПРОЈЕКТОВАЊЕ, РАЗВОЈ, ИЗГРАДЊУ, ОДРЖАВАЊЕ И УНАПРЕЂЕЊЕ РАЧУНАРСКЕ МРЕЖЕ РЕПУБЛИЧКИХ ОРГАНА.

У ПРОЦЕСУ УПРАВЉАЊА ЧВОРОМ ОРГАН ИЗ СТАВА 3. ОВОГ ЧЛАНА ДУЖАН ЈЕ ДА:

1) ОБЕЗБЕДИ ПОВЕЗИВАЊЕ СА ЧВОРОВИМА ДРУГИХ ДРЖАВА ЧИЈЕ СУ ШЕМЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ САСТАВНИ ДЕО РЕГИСТРА ИЗ ЧЛАНА 19. ОВОГ ЗАКОНА, ОДНОСНО КОЈЕ СУ ПРИЗНАТЕ НА ОСНОВУ МЕЂУНАРОДНОГ СПОРАЗУМА;

2) ПРИМЕНИ МЕРЕ ЗАШТИТЕ РАДИ СПРЕЧАВАЊА НЕОВЛАШЋЕНОГ ПРИСТУПА ПОДАЦИМА КОЈИ СЕ РАЗМЕЊУЈУ И ОБЕЗБЕДИ ИНТЕГРИТЕТ ПОДАТКА, КОЈИ СЕ ПРЕНОСЕ ИЗМЕЂУ ЧВОРОВА УПОТРЕБОМ ОДГОВАРАЈУЋИХ ТЕХНИЧКИХ РЕШЕЊА И ПРАКСЕ;

3) ОБЕЗБЕДИ ДА СЕ ПОДАЦИ О ЛИЧНОСТИ НЕ ЧУВАЈУ У ЧВОРУ;

4) КОРИСТИ ТЕХНИЧКА РЕШЕЊА КОЈА ОБЕЗБЕЂУЈУ ИНТЕГРИТЕТ И АУТЕНТИЧНОСТ ПОДАТАКА, А КОЈА СЕ КОРИСТЕ ПРИЛИКОМ ПРЕКОГРАНИЧНОГ ПОВЕЗИВАЊА ЧВОРОВА;

5) ОБЕЗБЕДИ ДА ЧВОР ИСПУЊАВА ПРОПИСАНЕ УСЛОВЕ КОЈИ СЕ ОДНОСЕ НА ФОРМАТ ПОРУКА;

6) ОМОГУЋИ ДОСТАВЉАЊЕ МЕТАПОДАТАКА О УПРАВЉАЊУ ЧВОРОМ У СТАНДАРДНОМ ОБЛИКУ КОЈИ ЈЕ ПОГОДАН ЗА АУТОМАТСКУ ОБРАДУ ПОДАТАКА, НА БЕЗБЕДАН И ПОУЗДАН НАЧИН;

7) ОБЕЗБЕДИ АУТОМАТСКУ ОБРАДУ ПАРАМЕТАРА КОЈИ СЕ ОДНОСЕ НА БЕЗБЕДНОСТ;

8) ЧУВА ПОДАТКЕ КОЈИ БИ У СЛУЧАЈУ ИНЦИДЕНТА ОМОГУЋАВАЛИ УТВРЂИВАЊЕ МЕСТА И ВРСТЕ ИНЦИДЕНТА У ЗАКОНСКОМ РОКУ.

9) ОБЕЗБЕДИ ПРЕНОС ПОДАТАКА КОЈИ ОБЕЗБЕЂУЈУ ПОУЗДАНО ПРЕДСТАВЉАЊЕ ФИЗИЧКОГ ИЛИ ПРАВНОГ ЛИЦА, НА ОСНОВУ УПОТРЕБЕ РЕГИСТРОВАНЕ ШЕМЕ ЕЛЕКТРОНСКЕ ИДЕНТИФИКАЦИЈЕ ПРИЛИКОМ ПРЕКОГРАНИЧНЕ САРАДЊЕ, У СКЛАДУ СА ЗАКОНОМ.

ПРОПИСОМ ВЛАДЕ ИЗ ЧЛАНА 18. СТАВ 2. ОВОГ ЗАКОНА БЛИЖЕ СЕ УРЕЂУЈУ УСЛОВИ ИЗ СТАВА 3. ТАЧ. 5), 8) И 9) ОВОГ ЧЛАНА КОЈИ СЕ ОДНОСЕ НА ЧВОР.

Безбедносни услови које треба да испуњавају пружаоци услуга од поверења

Члан 27.

Пружаоци услуга од поверења, укључујући пружаоце квалификованих услуга од поверења, предузимају потребне техничке и организационе мере за управљање ризицима који угрожавају поуздано и безбедно пружање тих услуга од поверења.

Техничким и организационим мерама осигурава се да ниво безбедности одговара степену ризика, узимајући у обзир најновија доступна технолошка решења, а посебно се предузимају мере за спречавање безбедносних инцидената и ограничавање штетних последица евентуалних инцидената, као и за обавештавање заинтересованих страна о нежељеним ефектима безбедносних инцидената.

Пружаоци услуга од поверења, укључујући пружаоце квалификованих услуга од поверења, без одлагања, а најкасније у року од 24 сата од сазнања, обавештавају Министарство о сваком нарушавању безбедности или губитку интегритета услуге који имају значајан утицај на пружање услуга од поверења ~~ИЛИ НА ЗАШТИТУ ПОДАТАКА О ЛИЧНОСТИ КОЈИ СЕ ОБРАЂУЈУ У ОКВИРУ ПРУЖАЊА УСЛУГЕ. У СЛУЧАЈУ КАДА СЕ НАРУШЕНА БЕЗБЕДНОСТ ОДНОСИ НА ЗАШТИТУ ПОДАТАКА О ЛИЧНОСТИ ПРУЖАЛАЦ УСЛУГЕ ОД ПОВЕРЕЊА ОБАВЕШТАВА И ПОВЕРЕНИКА ЗА ИНФОРМАЦИЈЕ ОД ЈАВНОГ ЗНАЧАЈА И ЗАШТИТУ ПОДАТАКА О ЛИЧНОСТИ~~.

Ако би угрожавање безбедности или губитак интегритета услуге од поверења могли неповољно утицати на кориснике услуга од поверења, пружалац услуга од поверења о повреди безбедности или губитку интегритета услуге, без одлагања, обавештава корисника услуга од поверења.

Министарство обавештава јавност или захтева од пружаоца услуга од поверења да то учини, ако утврди да је објављивање података о повреди безбедности или губитка интегритета услуге у јавном интересу.

Министарство ће остварити сарадњу са одговарајућим институцијама других држава по питању размене података о нарушавању безбедности и интегритета, у складу са одговарајућим потврђеним међународним споразумима.

Услови за пружање квалификованих услуга од поверења

Члан 31.

Пружалац квалификованих услуга од поверења мора:

1) имати запослене који поседују неопходну стручност, искуство и квалификације за примену административних и управљачких процедура које одговарају домаћим и међународним стандардима и који су прошли одговарајућу обуку у области информационе безбедности и заштите података о личности;

2) бити осигуран од одговорности за штету насталу вршењем квалификоване услуге од поверења;

3) користити сигурне уређаје и производе који су заштићени од неовлашћене промене и гарантују техничку безбедност и поузданост процеса које подржавају;

4) користити сигурне системе за чување података који су му поверени тако:

(1) да су јавно расположиви само када је добијена сагласност лица чији су то подаци,

(2) да само овлашћена лица могу уносити податке и вршити измене,

(3) да се може проверавати аутентичност података;

5) спроводити мере против фалсификовања и крађе података;

6) чувати у одговарајућем временском периоду све релевантне информације које се односе на податке који су креирани или примљени од стране пружаоца квалификованих услуга од поверења, а посебно за сврху пружања доказа у правним поступцима. Чување се може вршити електронским путем;

7) водити ажурну, тачну и безбедним мерама заштићену базу података издатих електронских сертификата, У СЛУЧАЈУ КАДА ПРУЖА УСЛУГУ ИЗДАВАЊА КВАЛИФИКОВАНИХ ЕЛЕКТРОНСКИХ СЕРТИФИКАТА, КАО И БАЗУ ПОДАТАКА КОЈИ СУ КРЕИРАНИ ИЛИ ПРИМЉЕНИ ОД СТРАНЕ ПРУЖАОЦА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА У ОКВИРУ ПРУЖАЊА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА;

8) имати ажуран план завршетка рада који осигурава континуитет квалификованих услуга од поверења;

9) осигурати обраду личних података у складу са законима Републике Србије.

Пружалац квалификоване услуге од поверења дужан је да донесе акта којима одређује:

1) опште услове за пружање услуге који су јавно доступни;

2) ~~ПРОЦЕДУРЕ И ПОСТУПКЕ~~ ПОЛИТИКЕ ПРУЖАЊА УСЛУГА И ПРАКТИЧНА ПРАВИЛА ЗА ПРУЖАЊЕ УСЛУГА које пружалац квалификоване услуге од поверења користи како би обезбедио пружање услуге у складу са прописима и општим условима из тачке 1) овог става~~.~~;

3) ИНФОРМАЦИОНУ БЕЗБЕДНОСТ.

ПРУЖАОЦИ УСЛУГА ОД ПОВЕРЕЊА КОЈИ ИЗДАЈУ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ СЕРТИФИКАТЕ ДУЖНИ СУ ДА ДОСТАВЉАЈУ МИНИСТАРСТВУ ПОДАТКЕ О БРОЈУ СЕРТИФИКАТА ИЗДАТИХ ОД ПОЧЕТКА ПРУЖАЊА УСЛУГЕ ДО 31. ДЕЦЕМБРА КАЛЕНДАРСКЕ ГОДИНЕ И ПОДАТКЕ О БРОЈУ ВАЖЕЋИХ СЕРТИФИКАТА НА ДАН 31. ДЕЦЕМБАР КАЛЕНДАРСКЕ ГОДИНЕ.

АЖУРНИ ПОДАЦИ ИЗ СТАВА 3. ОВОГ ЧЛАНА ДОСТАВЉАЈУ СЕ РЕДОВНО, НАЈКАСНИЈЕ ДО 15. ЈАНУАРА ЗА ПРЕТХОДНУ ГОДИНУ, КАО И ПО ПОТРЕБИ, ВАНРЕДНО, НА ЗАХТЕВ МИНИСТАРСТВА.

Влада, на предлог Министарства, ближе уређује услове за пружање квалификоване услуге од поверења из става 1. овог члана и садржај аката из става 2. овог члана, укључујући одређивање међународних стандарда који се примењују.

**Провера идентитета корисника квалификоване услуге од поверења**

Члан 33.

При издавању квалификованог сертификата за услуге од поверења пружалац квалификоване услуге од поверења проверава податке о идентитету физичког односно правног лица који су садржани у квалификованом сертификату, у складу са законом.

Проверу података из става 1. овог члана пружалац квалификоване услуге од поверења врши:

1) уз физичко присуство физичког лица или овлашћеног представника правног лица или

2) путем јавне исправе која служи као средство идентификације на даљину, у складу са законом, ИЛИ

3) ПУТЕМ ИДЕНТИФИКАЦИЈЕ НА ДАЉИНУ, У СКЛАДУ СА ЗАКОНОМ.

ПРОВЕРА ПОДАТАКА ИЗ СТАВА 2. ОВОГ ЧЛАНА ВРШИ СЕ НА НАЧИН УРЕЂЕН ПРОПИСОМ ИЗ ЧЛАНА 31. ОВОГ ЗАКОНА КОЈИ БЛИЖЕ УРЕЂУЈЕ УСЛОВЕ ЗА ПРУЖАЊЕ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА.

О промени података из става 1. овог члана, физичко односно правно лице дужно је да, без одлагања, обавести пружаоца квалификоване услуге од поверења.

**~~Почетак пружања квалификованих услуга од поверења~~**

УПИС У РЕГИСТАР ПРУЖАЛАЦА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА

Члан 35.

РЕГИСТАР ПРУЖАЛАЦА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА ПРЕДСТАВЉА СКУП ПОДАТАКА О ПРУЖАОЦИМА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА И О КВАЛИФИКОВАНИМ УСЛУГАМА ОД ПОВЕРЕЊА, КОЈИ ВОДИ МИНИСТАРСТВО.

Пружалац квалификованих услуга од поверења подноси Министарству захтев за упис у Регистар пружалаца квалификованих услуга од поверења~~, КОЈИ ВОДИ МИНИСТАРСТВО~~.

Пружалац квалификованих услуга од поверења мора бити уписан у регистар из става 1. овог члана пре отпочињања пружања квалификованих услуга од поверења.

Уз захтев из става 1. овог члана прилажу се докази о чињеницама исказаним у захтеву укључујући извештај о оцењивању усаглашености из члана 34. став 4. овог закона којим је оцењено да подносилац захтева и квалификоване услуге од поверења које он намерава да пружа испуњавају услове из овог закона.

Министарство решава о упису пружаоца квалификованих услуга од поверења у регистар из става 1. овог члана у року од 60 дана од дана подношења уредног захтева.

У поступку решавања из става 4. овог члана Министарство може захтевати прилагање додатних доказа, као и додатну проверу техничких и безбедносних компоненти и оперативног рада.

Ако пружалац услуга престане да испуњава услове прописане овим законом Министарство доноси решење о његовом брисању из регистра из става 1. овог члана.

~~РЕГИСТАР ИЗ СТАВА 1. ОВОГ ЧЛАНА ОД ПОДАТАКА О ЛИЧНОСТИ САДРЖИ ПОДАТКЕ О ОДГОВОРНИМ ЛИЦИМА, И ТО: ИМЕ, ПРЕЗИМЕ, ФУНКЦИЈУ И КОНТАКТ ПОДАТКЕ КАО ШТО СУ АДРЕСА, БРОЈ ТЕЛЕФОНА И АДРЕСА ЕЛЕКТРОНСКЕ ПОШТЕ.~~

РЕГИСТАР ИЗ СТАВА 1. ОВОГ ЧЛАНА ОД ПОДАТАКА О ЛИЧНОСТИ САДРЖИ ПОДАТКЕ О ОДГОВОРНИМ ЛИЦИМА, И ТО: ИМЕ, ПРЕЗИМЕ, ФУНКЦИЈУ И КОНТАКТ ПОДАТКЕ КАО ШТО СУ СЛУЖБЕНА АДРЕСА, СЛУЖБЕНИ БРОЈ ТЕЛЕФОНА И СЛУЖБЕНА АДРЕСА ЕЛЕКТРОНСКЕ ПОШТЕ У СВРХУ ДОСТУПНОСТИ ПОДАТАКА О ПРУЖАОЦУ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА СА КОЈИМ СЕ ЗАКЉУЧУЈЕ УГОВОР О ПРУЖАЊУ УСЛУГЕ.

Министарство прописује садржај и начин вођења регистра из става 1. овог члана, начин подношења захтева за упис у регистар из става 1. овог члана у складу са прописима који уређују општи управни поступак, потребну документацију уз захтев, образац захтева и начин провере испуњености услова за пружање квалификоване услуге од поверења.

УПОТРЕБА КВАЛИФИКОВАНИХ ЕЛЕКТРОНСКИХ СЕРТИФИКАТА И КВАЛИФИКОВАНИХ ЕЛЕКТРОНСКИХ ВРЕМЕНСКИХ ЖИГОВА У СОФТВЕРСКИМ РЕШЕЊИМА ОРГАНА ЈАВНЕ ВЛАСТИ

ЧЛАН 36А

ОРГАН ЈАВНЕ ВЛАСТИ ДУЖАН ЈЕ ДА У ПРУЖАЊУ УСЛУГА ЕЛЕКТРОНСКЕ УПРАВЕ У СМИСЛУ ЗАКОНА КОЈИМ СЕ УРЕЂУЈЕ ЕЛЕКТРОНСКА УПРАВА У СОФТВЕРСКИМ РЕШЕЊИМА ОМОГУЋИ УПОТРЕБУ КВАЛИФИКОВАНИХ ЕЛЕКТРОНСКИХ СЕРТИФИКАТА И КВАЛИФИКОВАНИХ ЕЛЕКТРОНСКИХ ВРЕМЕНСКИХ ЖИГОВА ИЗДАТИХ ОД СВИХ ПРУЖАЛАЦА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА УПИСАНИХ У РЕГИСТАР ИЗ ЧЛАНА 35. ОВОГ ЗАКОНА.

**Државни орган као пружалац квалификованих услуга од поверења**

~~Члан 37.~~

~~Државни орган може постати пружалац услуга од поверења на основу уредбе Владе ако испуњава све услове за пружање услуга предвиђених законом.~~

~~Уредба треба да садржи врсту услуге од поверења коју може да пружа орган из става 1. овог члана, начин обављања и ближе одређивање поступка обављања поверених услуга од поверења.~~

ЧЛАН 37.

ДРЖАВНИ ОРГАН МОЖЕ ПРУЖАТИ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА УКОЛИКО ИСПУЊАВА УСЛОВЕ ЗА ПРУЖАЊЕ УСЛУГА ПРЕДВИЂЕНЕ ОВИМ ЗАКОНОМ.

ОЦЕЊИВАЊЕ ИСПУЊЕНОСТИ УСЛОВА ДРЖАВНОГ ОРГАНА ЗА ПРУЖАЊЕ УСЛУГЕ ОД ПОВЕРЕЊА ВРШИ МИНИСТАРСТВО, ОДНОСНО ИНСПЕКТОР ЗА ЕЛЕКТРОНСКУ ИДЕНТИФИКАЦИЈУ И УСЛУГЕ ОД ПОВЕРЕЊА, НАКОН ПОДНЕТОГ ЗАХТЕВА.

ИЗУЗЕТНО ОД СТАВА 2. ОВОГ ЧЛАНА ОЦЕЊИВАЊЕ ИСПУЊЕНОСТИ УСЛОВА ВРШИ СЕ НА ОСНОВУ ИНТЕРНЕ КОНТРОЛЕ У САРАДЊИ СА НАДЛЕЖНИМ МИНИСТАРСТВОМ САМО У СЛУЧАЈУ КАДА ЈЕ ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА МИНИСТАРСТВО НАДЛЕЖНО ЗА ПОСЛОВЕ ОДБРАНЕ, УЗ ОБАВЕЗУ ДОСТАВЉАЊА ИЗВЕШТАЈА О ИЗВРШЕНОЈ ИНТЕРНОЈ КОНТРОЛИ НАДЛЕЖНОМ МИНИСТАРСТВУ.

НАКОН ПРОВЕРЕ ИСПУЊЕНОСТИ УСЛОВА ВЛАДА УРЕДБОМ УТВРЂУЈЕ ДА ДРЖАВНИ ОРГАН МОЖЕ ДА ОБАВЉА КВАЛИФИКОВАНУ УСЛУГУ ОД ПОВЕРЕЊА КОЈА ЈЕ БИЛА ПРЕДМЕТ ОЦЕЊИВАЊА ИЗ СТАВА 2. ОВОГ ЧЛАНА.

МИНИСТАРСТВО ВРШИ УПИС ДРЖАВНОГ ОРГАНА У РЕГИСТАР ИЗ ЧЛАНА 35. ОВОГ ЗАКОНА, НА ОСНОВУ УРЕДБЕ ИЗ СТАВА 4. ОВОГ ЧЛАНА.

Јавна листа квалификованих услуга од поверења

~~Члан 38.~~

~~Министарство објављује јавну листу квалификованих услуга од поверења, у електронском облику који је погодан за аутоматску обраду.~~

~~Подаци у јавној листи квалификованих услуга од поверења изводе се из Регистра из члана 35. овог закона.~~

~~Јавна листа квалификованих услуга од поверења потписује се напредним електронским печатом.~~

~~Форму и начин објављивања јавне листе квалификованих услуга од поверења прописује Министарство.~~

~~форма и начин објављивања јавне листе квалификованих услуга од поверења из става 4. овог члана треба да буду усклађени са техничким условима за листе од поверења из члана 22. Уредбе eIDAS.~~

ЧЛАН 38.

ЈАВНА ЛИСТА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА НА АУТОМАТИЗУЈУЋИ НАЧИН ПОУЗДАЈУЋИМ СТРАНАМА ОБЕЗБЕЂУЈЕ ПОУЗДАНУ ИНФОРМАЦИЈУ О СТАТУСУ ПРУЖАОЦА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА И ЊИХОВИХ КВАЛИФИКОВАНИХ УСЛУГА У СКЛАДУ СА ПОДАЦИМА УПИСАНИМ У РЕГИСТАР ИЗ ЧЛАНА 35. ОВОГ ЗАКОНА.

ЈАВНА ЛИСТА КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА САДРЖИ ИНФОРМАЦИЈУ О РЕЛЕВАНТНИМ ПРОТЕКЛИМ ДОГАЂАЈИМА У ВЕЗИ СА СТАТУСОМ САДАШЊИХ И БИВШИХ ПРУЖАЛАЦА И ЊИХОВИХ УСЛУГА ТОКОМ ВРЕМЕНА, УКЉУЧУЈУЋИ ИНФОРМАЦИЈУ О ПОЧЕТКУ ПРУЖАЊА, ГУБИТКУ ЦЕЛОВИТОСТИ УСЛУГЕ ОД ПОВЕРЕЊА, ПРИВРЕМЕНОЈ ЗАБРАНИ, ПРЕСТАНКУ ПРУЖАЊА УСЛУГЕ, БРИСАЊУ ИЗ РЕГИСТРА И ДРУГИМ ДОГАЂАЈИМА ЗАБЕЛЕЖЕНИМ У ОКВИРУ ПОСЛОВА ВОЂЕЊА РЕГИСТРА, ИНСПЕКЦИЈСКОГ НАДЗОРА ИЛИ ДОГАЂАЈИМА ПРИЈАВЉЕНИМ ОД СТРАНЕ ПРУЖАОЦА, А КОЈИ УТИЧУ НА ПРИХВАТЉИВОСТ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА И ПОСТУПАК УТВРЂИВАЊА ЊЕНОГ СТАТУСА У ОДРЕЂЕНОМ ВРЕМЕНСКОМ ТРЕНУТКУ.

У ЈАВНУ ЛИСТУ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА УПИСУЈУ СЕ ПОДАЦИ ИЗ СТ. 1. И 2. ОВОГ ЧЛАНА КАО И ДРУГИ ПОДАЦИ УТВРЂЕНИ ПРОПИСОМ МИНИСТАРСТВА ИЗ СТАВА 6. ОВОГ ЧЛАНА И ОДГОВАРАЈУЋИМ СТАНДАРДИМА.

ПРУЖАОЦИ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА ДУЖНИ СУ ДА, НА ЗАХТЕВ МИНИСТАРСТВА, У РОКУ ОД СЕДАМ ДАНА, ДОСТАВЕ ПОДАТКЕ ИЗ СТАВА 3. ОВОГ ЧЛАНА, КАО И ДА О СВАКОЈ ПРОМЕНИ ПОДАТАКА ИЗ СТАВА 3. ОВОГ ЧЛАНА ОБАВЕСТЕ МИНИСТАРСТВО БЕЗ ОДЛАГАЊЕ.

ПОДАЦИ О СЕРТИФИКАТУ КОЈИМ ЈЕ ПОДРЖАН ПОТПИС ЈАВНЕ ЛИСТЕ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА, УКЉУЧУЈУЋИ SHA-256 ОТИСАК ОБЈАВЉУЈУ СЕ У „СЛУЖБЕНОМ ГЛАСНИКУ РЕПУБЛИКЕ СРБИЈЕˮ.

МИНИСТАРСТВО ПРОПИСУЈЕ ТЕХНИЧКЕ УСЛОВЕ, ФОРМУ И НАЧИН ОБЈАВЉИВАЊА ЈАВНЕ ЛИСТЕ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА И УСЛОВЕ КОЈЕ МИНИСТАРСТВО НАДЛЕЖНО ЗА ОБЈАВЉИВАЊЕ ЈАВНЕ ЛИСТЕ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА МОРА ДА ОБЕЗБЕДИ ПРИ ЊЕНОМ ФОРМИРАЊУ, ПОТПИСИВАЊУ И ОБЈАВЉИВАЊУ.

ФОРМА И НАЧИН ОБЈАВЉИВАЊА ЈАВНЕ ЛИСТЕ КВАЛИФИКОВАНИХ УСЛУГА ОД ПОВЕРЕЊА ИЗ СТАВА 6. ОВОГ ЧЛАНА ТРЕБА ДА БУДУ УСКЛАЂЕНИ СА ТЕХНИЧКИМ УСЛОВИМА ЗА ЛИСТЕ ОД ПОВЕРЕЊА ИЗ ЧЛАНА 22. УРЕДБЕ EIDAS.

**Врсте услуга**

Члан 41.

Услуге од поверења се пружају у областима:

1) електронског потписа и електронског печата;

2) електронског временског жига;

3) електронске доставе;

4) аутентикације веб сајтова;

5) електронског чувања докумената.

Квалификоване услуге од поверења су:

1) издавање квалификованих сертификата за електронски потпис;

2) услуга управљања квалификованим средством за креирање електронског потписа НА ДАЉИНУ;

3) услуга валидације квалификованог електронског потписа;

4) издавање квалификованих сертификата за електронски печат;

5) услуга управљања квалификованим средством за креирање електронског печата НА ДАЉИНУ;

6) услуга валидације квалификованог електронског печата;

7) издавање квалификованих електронских временских жигова;

8) услуга квалификоване електронске доставе;

9) услуга издавања квалификованих сертификата за аутентикацију веб сајтова;

10) услуга квалификованог електронског чувања докумената.

Пружалац услуга од поверења односно квалификованих услуга од поверења може пружати једну или више услуга из ст. 1. и 2. овог члана.

Квалификована средства за креирање електронског потписа и печата

Члан 46.

Квалификовано средство за креирање електронског потписа односно печата мора да, помоћу одговарајућих техничких решења и поступака, обезбеди:

1) поверљивост података за креирање електронског потписа односно печата;

2) да се подаци за креирање електронског потписа, односно печата појављују само једном;

3) да се подаци за креирање електронског потписа, односно печата не могу добити изван средства за креирање електронског потписа, односно печата употребом доступне технологије у разумном времену;

4) да је електронски потпис, односно печат поуздано заштићен од фалсификовања употребом доступне технологије;

5) могућност поуздане заштите података за креирање електронског потписа, односно печата од неовлашћеног коришћења.

Средства за креирање квалификованог електронског потписа, односно печата, приликом креирања електронског потписа односно печата, не смеју променити податке који се потписују односно печатирају или онемогућити потписнику, односно печатиоцу увид у те податке пре процеса креирања квалификованог електронског потписа односно печата.

Квалификовано средство за креирање електронског потписа, односно печата корисник квалификоване услуге од поверења може користити путем услуге управљања квалификованим средством за креирање електронског потписа, односно печата НА ДАЉИНУ (У ДАЉЕМ ТЕКСТУ: УСЛУГА УПРАВЉАЊА КВАЛИФИКОВАНИМ СРЕДСТВОМ НА ДАЉИНУ), што такође представља квалификовану услугу од поверења.

Изузетно од става 1. овог члана, квалификовани пружалац услуга од поверења из става 3. овог члана може израдити копију података за израду електронског потписа, односно печата у сврху заштите од губитка података ако:

1) израда и чување копија података за креирање квалификованог електронског потписа односно печата не умањују прописани ниво заштите тих података;

2) број израђених копија података за креирање електронског потписа односно печата није већи него што је то неопходно за обезбеђивање континуитета пружања услуге.

Министарство ближе прописује услове које мора да испуњава средство за креирање квалификованог електронског потписа односно печата.

**~~Сертификација квалификованих средстава за креирање електронског потписа односно печата~~**

~~Члан 47.~~

~~У СКЛАДУ СА ЗАКОНОМ КОЈИМ СЕ УРЕЂУЈУ ТЕХНИЧКИ ЗАХТЕВИ ЗА ПРОИЗВОДЕ И ОЦЕЊИВАЊЕ УСАГЛАШЕНОСТИ, МИНИСТАРСТВО ИМЕНУЈЕ ТЕЛО ЗА ОЦЕНУ УСАГЛАШЕНОСТИ СРЕДСТАВА ЗА КРЕИРАЊЕ КВАЛИФИКОВАНОГ ЕЛЕКТРОНСКОГ ПОТПИСА ОДНОСНО ПЕЧАТА СА ПРОПИСОМ ИЗ ЧЛАНА 46. (У ДАЉЕМ ТЕКСТУ: ИМЕНОВАНО ТЕЛО).~~

~~ПРОПИСОМ ИЗ ЧЛАНА 46. СЕ, ТАКОЂЕ, БЛИЖЕ УРЕЂУЈУ УСЛОВИ КОЈЕ МОРА ДА ИСПУЊАВА ИМЕНОВАНО ТЕЛО.~~

~~МИНИСТАРСТВО ВОДИ РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА НА ОСНОВУ ИЗВЕШТАЈА КОЈЕ ДОБИЈА ОД ИМЕНОВАНИХ ТЕЛА.~~

~~ИМЕНОВАНО ТЕЛО БЕЗ ОДЛАГАЊА, А НАЈКАСНИЈЕ У РОКУ ОД 7 ДАНА ОД НАСТАЛЕ ПРОМЕНЕ, ОБАВЕШТАВА МИНИСТАРСТВО О ИЗДАТИМ И ПОВУЧЕНИМ ПОТВРДАМА О УСАГЛАШЕНОСТИ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА ОДНОСНО ПЕЧАТА.~~

~~МИНИСТАРСТВО У ЕЛЕКТРОНСКОМ ОБЛИКУ ОБЈАВЉУЈЕ ПОДАТКЕ ИЗ РЕГИСТРА КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА.~~

~~У РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА УПИСУЈУ СЕ И КВАЛИФИКОВАНА СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА И ЕЛЕКТРОНСКОГ ПЕЧАТА СА СПИСКА КОЈИ, ПРЕМА ЧЛАНУ 31. УРЕДБЕ EIDAS, ОБЈАВЉУЈЕ ЕВРОПСКА КОМИСИЈА.~~

~~МИНИСТАРСТВО ПРОПИСУЈЕ САДРЖАЈ И НАЧИН ВОЂЕЊА РЕГИСТРА ИЗ СТАВА 3. ОВОГ ЧЛАНА, НАЧИН ПОДНОШЕЊА ЗАХТЕВА ЗА УПИС У РЕГИСТАР У СКЛАДУ СА ПРОПИСИМА КОЈИ УРЕЂУЈУ ОПШТИ УПРАВНИ ПОСТУПАК, ПОТРЕБНУ ДОКУМЕНТАЦИЈУ УЗ ЗАХТЕВ И ОБРАЗАЦ ЗАХТЕВА.~~

СЕРТИФИКАЦИЈА КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА ОДНОСНО ПЕЧАТА И УПИС У РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА

ЧЛАН 47.

У СКЛАДУ СА ЗАКОНОМ КОЈИМ СЕ УРЕЂУЈУ ТЕХНИЧКИ ЗАХТЕВИ ЗА ПРОИЗВОДЕ И ОЦЕЊИВАЊЕ УСАГЛАШЕНОСТИ, МИНИСТАРСТВО ИМЕНУЈЕ ТЕЛО ЗА ОЦЕНУ УСАГЛАШЕНОСТИ СРЕДСТАВА ЗА КРЕИРАЊЕ КВАЛИФИКОВАНОГ ЕЛЕКТРОНСКОГ ПОТПИСА ОДНОСНО ПЕЧАТА (У ДАЉЕМ ТЕКСТУ: ИМЕНОВАНО ТЕЛО) КОЈЕ ВРШИ ОЦЕНУ УСАГЛАШЕНОСТИ У СКЛАДУ СА ПРОПИСОМ ИЗ ЧЛАНА 46. ОВОГ ЗАКОНА.

ПРОПИСОМ ИЗ ЧЛАНА 46. ОВОГ ЗАКОНА БЛИЖЕ СЕ УРЕЂУЈУ УСЛОВИ КОЈЕ МОРА ДА ИСПУЊАВА ИМЕНОВАНО ТЕЛО.

РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА ПРЕДСТАВЉА СКУП ПОДАТАКА О КВАЛИФИКОВАНИМ СРЕДСТВИМА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА, КОЈИ ВОДИ МИНИСТАРСТВО.

ЗАХТЕВ ЗА УПИС У РЕГИСТАР ИЗ СТАВА 3. ОВОГ ЗАКОНА ПОДНОСИ СЕ МИНИСТАРСТВУ, НА ОСНОВУ ИЗВЕШТАЈА КОЈЕ ДОБИЈА ОД ИМЕНОВАНИХ ТЕЛА.

ИМЕНОВАНО ТЕЛО БЕЗ ОДЛАГАЊА, А НАЈКАСНИЈЕ У РОКУ ОД СЕДАМ ДАНА ОД НАСТАЛЕ ПРОМЕНЕ, ОБАВЕШТАВА МИНИСТАРСТВО О ИЗДАТИМ И ПОВУЧЕНИМ ПОТВРДАМА О УСАГЛАШЕНОСТИ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА ОДНОСНО ПЕЧАТА.

САСТАВНИ ДЕО РЕГИСТРА ИЗ СТАВА 3. ОВОГ ЧЛАНА СУ И КВАЛИФИКОВАНА СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА И ЕЛЕКТРОНСКОГ ПЕЧАТА СА ЛИСТЕ КОЈУ, У СКЛАДУ СА ЧЛАНОМ 31. УРЕДБЕ EIDAS, ОБЈАВЉУЈЕ ЕВРОПСКА КОМИСИЈА.

ЗА КВАЛИФИКОВАНА СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА ИЗ СТАВА 6. ОВОГ ЧЛАНА НЕ ПОДНОСИ СЕ ЗАХТЕВ ЗА УПИС У РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА.

МИНИСТАРСТВО ПРОПИСУЈЕ САДРЖАЈ И НАЧИН ВОЂЕЊА РЕГИСТРА ИЗ СТАВА 3. ОВОГ ЧЛАНА, НАЧИН ПОДНОШЕЊА ЗАХТЕВА ЗА УПИС У РЕГИСТАР У СКЛАДУ СА ПРОПИСИМА КОЈИ УРЕЂУЈУ ОПШТИ УПРАВНИ ПОСТУПАК, ПОТРЕБНУ ДОКУМЕНТАЦИЈУ УЗ ЗАХТЕВ И ОБРАЗАЦ ЗАХТЕВА.

Правно дејство електронског печата

Члан 51.

Електронском печату не може се оспорити пуноважност или доказна снага само због тога што је у електронском облику или што не испуњава услове за квалификовани електронски печат.

За квалификовани електронски печат важи правна претпоставка очуваности интегритета и тачности порекла података за које је везан.

Акт органа јавне власти који се доноси у вршењу јавних овлашћења у облику електронског документа уместо печата односно потписа службеног лица и печата садржи квалификовани електронски печат тог органа ИЛИ КВАЛИФИКОВАНИ ЕЛЕКТРОНСКИ ПОТПИС ОВЛАШЋЕНОГ ЛИЦА ОРГАНА ЈАВНЕ ВЛАСТИ.

Квалификовани електронски печат на поднеску у поступку који органи јавне власти спроводе у вршењу јавних овлашћења у облику електронског документа има исто правно дејство као и својеручни потпис, односно печат.

Одредбе ст. 1–4. овог члана не примењују се на правне послове за које је посебним законом предвиђено да се не могу предузети у електронској форми.

Уговори и други правни послови за које је посебним законом предвиђено да се сачињавају у форми овере потписа, јавно потврђене (солемнизоване) исправе, или у форми јавнобележничког записа не могу се сачинити у складу са ст. 1–4. овог члана већ у складу са прописима којима се уређује овера потписа, потврђивање и сачињавање исправа о правним пословима.

Потврда о електронској достави

Члан 55.

~~ПРУЖАЛАЦ УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ ПОШИЉАОЦУ ЕЛЕКТРОНСКЕ ПОРУКЕ ИЗДАЈЕ:~~

~~1) ПОТВРДУ ПРИЈЕМА ЕЛЕКТРОНСКЕ ПОРУКЕ ОД СТРАНЕ ПРУЖАОЦА УСЛУГЕ;~~

~~2) ПОТВРДУ ДОСТАВЕ ЕЛЕКТРОНСКЕ ПОРУКЕ ПРИМАОЦУ.~~

ПРУЖАЛАЦ УСЛУГЕ ЈЕ У ОБАВЕЗИ ДА ПРИЛИКОМ ПРУЖАЊА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ ИЗДА ДВЕ ПОТВРДЕ ПОШИЉАОЦУ, И ТО:

1) ПОТВРДУ ДА ЈЕ ПРИМИО ЕЛЕКТРОНСКУ ПОРУКУ ПОШИЉАОЦА И ПРОСЛЕДИО ЈЕ ПРИМАОЦУ;

2) ПОТВРДУ ДА ЈЕ ПРИМАЛАЦ ПРЕУЗЕО ДОСТАВЉЕНУ ЕЛЕКТРОНСКУ ПОРУКУ.

Потврде из става 1. овог члана пружалац услуге доставља аутоматски у електронском облику потписане напредним електронским печатом, а на захтев их може издати у електронском или папирном облику.

Потврда из става 1. тач. 1) и 2) овог члана садржи:

1) идентификациону ознаку електронске поруке коју је доделио пружалац услуге;

2) податке о пошиљаоцу и примаоцу, који од података о личности могу да садрже податке из члана 43. став 1. тачка 3) овог закона као и адресу за електронску доставу;

3) податке који повезују потврду са садржајем електронске поруке;

~~4) датум и време пријема електронске поруке од стране пружаоца услуге, односно датум и време доставе електронске поруке пружаоцу услуге.~~

4) ДАТУМ И ВРЕМЕ ПРИЈЕМА И ПРОСЛЕЂИВАЊА ЕЛЕКТРОНСКЕ ПОРУКЕ ОД СТРАНЕ ПРУЖАОЦА УСЛУГЕ, ОДНОСНО ДАТУМ И ВРЕМЕ ПРЕУЗИМАЊА ДОСТАВЉЕНЕ ЕЛЕКТРОНСКЕ ПОРУКЕ ОД СТРАНЕ ПРИМАОЦА.

Потврда из става 1. тачка 2) овог члана сматра се доставницом у електронском облику у смислу закона којим се уређује управни поступак, при чему се датум и време ~~ДОСТАВЕ~~ ПРЕУЗИМАЊА из става 3. тачка 4) овог члана сматрају датумом и временом уручења.

Датум и време пријема поднеска који је странка у управном поступку упутила органу путем квалификоване електронске доставе сматра се да је датум и време ~~ДОСТАВЕ~~ ПРЕУЗИМАЊА из става 3. тачка 4) овог члана.

Ако дође до техничких проблема приликом електронског достављања односно пријема података, пружалац услуге квалификоване електронске доставе дужан је да о томе обавести пошиљаоца и примаоца.

Министарство прописује ближе услове за услуге квалификоване електронске доставе из члана 54. овог закона и садржај потврда из става 3. овог члана.

Размена електронских порука између пружалаца услуге квалификоване електронске доставе

~~Члан 56.~~

~~АКО СЕ ЕЛЕКТРОНСКА ПОРУКА ПРЕНОСИ ПРЕКО ДВА ИЛИ ВИШЕ ПРУЖАЛАЦА УСЛУГА КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ, ТАДА СЕ ИЗМЕЂУ ПРУЖАЛАЦА УСЛУГА ЕЛЕКТРОНСКА ПОРУКА РАЗМЕЊУЈЕ ПУТЕМ ЦЕНТРАЛНОГ СИСТЕМА ЗА РАЗМЕНУ ПОРУКА КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ (У ДАЉЕМ ТЕКСТУ: ЦЕНТРАЛНИ СИСТЕМ).~~

~~ПРУЖАОЦИ УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ У ОБАВЕЗИ СУ:~~

~~1) ДА ОБЕЗБЕДЕ ПОВЕЗИВАЊЕ СА ЦЕНТРАЛНИМ СИСТЕМОМ;~~

~~2) ДА У ОКВИРУ СВОЈЕ УСЛУГЕ ОМОГУЋЕ ПРИЈЕМ И СЛАЊЕ ПОРУКА И КАДА ЈЕ ПОШИЉАЛАЦ ИЛИ ПРИМАЛАЦ ПОРУКЕ КОРИСНИК ДРУГОГ ПРУЖАОЦА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ.~~

~~ЦЕНТРАЛНИ СИСТЕМ УСПОСТАВЉА И О ЊЕГОВОМ ФУНКЦИОНИСАЊУ СТАРА СЕ МИНИСТАРСТВО.~~

ЧЛАН 56.

ПРУЖАОЦИ УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ У ОБАВЕЗИ СУ ДА ПРИЛИКОМ ПРУЖАЊА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ ОМОГУЋЕ ПРИЈЕМ И СЛАЊЕ ПОРУКА И КАДА ЈЕ ПОШИЉАЛАЦ ИЛИ ПРИМАЛАЦ ПОРУКЕ КОРИСНИК ДРУГОГ ПРУЖАОЦА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ.

РАЗМЕНА ЕЛЕКТРОНСКИХ ПОРУКА ИЗ СТАВА 1. ОВОГ ЧЛАНА ВРШИ СЕ НА НАЧИН УРЕЂЕН ПРОПИСОМ ИЗ ЧЛАНА 55. ОВОГ ЗАКОНА КОЈИ БЛИЖЕ УРЕЂУЈЕ УСЛОВЕ ЗА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ.

Члан 66.

Новчаном казном од 50.000 до 2.000.000 динара казниће се за прекршај пружалац квалификоване услуге од поверења – правно лице ако:

1) не предузима потребне техничке и организационе мере за управљање ризицима који угрожавају поуздано и безбедно пружање тих услуга од поверења (члан 27. став 1);

2) без одлагања, а најкасније у року од 24 сата од сазнања, не обавести Министарство о сваком нарушавању безбедности или губитку интегритета услуге који имају значајан утицај на пружање услуга од поверења~~ИЛИ НА ЗАШТИТУ ПОДАТАКА О ЛИЧНОСТИ КОЈИ СЕ ОБРАЂУЈУ У ОКВИРУ ПРУЖАЊА УСЛУГЕ~~ (члан 27. став 3);

3) о повреди безбедности или губитку интегритета услуге, без одлагања, не обавести корисника услуге од поверења, ако би угрожавање безбедности или губитак интегритета услуге од поверења могло неповољно утицати на кориснике услуга од поверења (члан 27. став 4);

4) пре закључења уговора из члана 30. став 1. овог закона не обавести лице које је поднело захтев за пружање квалификоване услуге од поверења о свим важним околностима коришћења услуге из члана 30. став 2. тач. 1)–3) овог закона (члан 30. став 2);

5) не испуњава услове из члана 31. (члан 31);

6) при издавању квалификованог сертификата за услуге од поверења не провери податке о идентитету физичког односно правног лица који су садржани у квалификованом сертификату, у складу са чланом 33. став 2. закона (члан 33. ст. 1. и 2);

7) не изврши проверу испуњености услова пре почетка пружања квалификованих услуга од поверења, односно најмање једном у 24 месеца (члан 34. став 3);

8) не изврши налог за ванредно оцењивање испуњености услова (члан 34. став 5);

9) пре отпочињања пружања квалификованих услуга од поверења не буде уписан у Регистар пружаоца квалификованих услуга од поверења (члан 35. ~~став 2~~ СТАВ 3);

10) издавалац квалификованих електронских сертификата, који намерава да престане са обављањем делатности, о намери раскида уговора не обавести сваког корисника квалификоване услуге од поверења и Министарство најмање три месеца пре настанка о намераваном престанку обављања делатности (члан 36. став 1);

11) у случају престанка са обављањем послова не обезбеди код другог пружаоца услуга од поверења наставак обављања услуге за кориснике којима је издао сертификат, или не опозове све издате сертификате и о предузетим мерама одмах не обавести Министарство (члан 36. став 2);

12) не достави сву документацију у вези са обављањем услуга од поверења другом издаваоцу на кога преноси обавезе обављања једне или више услуга од поверења, односно Министарству (члан 36. ст. 3. и 4);

13) квалификовани електронски сертификат не садржи све податке из члана 43. став 1. овог закона (члан 43. став 1);

14) издавалац квалификованих сертификата не изврши опозив издатих сертификата, у случајевима из члана 44. став 1. (члан 44. став 1);

15) издавалац квалификованих сертификата не обавести корисника квалификоване услуге од поверења о опозиву сертификата у року од 24 часа од примљеног обавештења, односно настанка околности због којих се сертификат опозива (члан 44. став 2);

16) издавалац квалификованих сертификата не чува комплетну документацију о издатим и опозваним квалификованим сертификатима као средство за доказивање и верификацију у управним, судским и другим поступцима најмање десет година по престанку важења сертификата (члан 45);

~~17) не обезбеди повезивање са Централним системом и не омогући пријем и слање порука и у случају када је пошиљалац или прималац поруке корисник другог пружаоца услуге квалификоване електронске доставе (члан 56. став 2);~~

17) НЕ ОБЕЗБЕДИ ПРИЈЕМ И СЛАЊЕ ПОРУКА И КАДА ЈЕ ПОШИЉАЛАЦ ИЛИ ПРИМАЛАЦ ПОРУКЕ КОРИСНИК ДРУГОГ ПРУЖАОЦА УСЛУГЕ КВАЛИФИКОВАНЕ ЕЛЕКТРОНСКЕ ДОСТАВЕ (ЧЛАН 56. СТАВ 1);

18) поуздано електронско чување докумената припремљених у складу са чланом 61. овог закона, којима је квалификованим електронским потписом односно печатом из члана 61. став 1. тачка 4) потврђена верност изворном документу и тачност додатно укључених података, се не врши тако да се током чувања користе поступци и технолошка решења којима се обезбеђује могућност доказивања валидности квалификованог електронског потписа односно печата током целог периода чувања (члан 62. став 2).

За прекршај из става 1. овог члана казниће се и одговорно лице пружаоца услуге од поверења новчаном казном од 5.000 до 100.000 динара.

За прекршај из става 1. овог члана казниће се пружалац услуге од поверења – физичко лице у својству регистрованог субјекта новчаном казном од 10.000 до 500.000 динара.

Престанак важења досадашњих прописа, наставак примене подзаконских аката и наставак рада на основу претходне регистрације

Члан 73.

Даном ступања на снагу овог закона престаје да важи Закон о електронском потпису („Службени гласник РС”, број 135/04) и Закон о електронском документу („Службени гласник РС”, број 51/09).

Подзаконски акти донети на основу закона из става 1. овог члана примењиваће се и после престанка важења наведених закона, све до доношења одговарајућих прописа сагласно овом закону, осим ако су у супротности са одредбама овог закона.

Даном ступања на снагу овог закона сертификациона тела за издавање квалификованих електронских сертификата која су регистрована на основу Закона о електронском потпису настављају са радом као квалификовани пружаоци услуге издавања квалификованих сертификата за електронски потпис.

Даном ступања на снагу овог закона издаваоци временског жига који су регистровани на основу Закона о електронском документу настављају са радом као квалификовани пружаоци услуге издавања квалификованих електронских временских жигова.

Сертификациона тела из става 3. овог члана и издаваоци временског жига из става 4. овог члана дужни су да у року од 12 месеци од дана ступања на снагу овог закона ускладе своје пословање са одредбама овог закона и доставе Министарству извештај о оцењивању усаглашености из члана 34. овог закона.

Министарство врши оцењивање усаглашености из члана 34. овог закона до акредитације првог тела за оцењивање усаглашености, у складу са прописима.

НАЧИН ОЦЕНЕ УСАГЛАШЕНОСТИ СРЕДСТВА ЗА КРЕИРАЊЕ КВАЛИФИКОВАНОГ ЕЛЕКТРОНСКОГ ПОТПИСА ОДНОСНО ПЕЧАТА НА ДАЉИНУ ДО ИМЕНОВАЊА ТЕЛА ЗА ОЦЕНУ УСАГЛАШЕНОСТИ

ЧЛАН 73А

ПРИЛИКОМ ВРШЕЊА ОЦЕЊИВАЊА УСАГЛАШЕНОСТИ УСЛУГЕ УПРАВЉАЊА КВАЛИФИКОВАНИМ СРЕДСТВОМ НА ДАЉИНУ, ВРШИ СЕ И ОЦЕНА УСАГЛАШЕНОСТИ СРЕДСТВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА ОДНОСНО ПЕЧАТА СА ПРОПИСАНИМ УСЛОВИМА.

ОЦЕНУ УСАГЛАШЕНОСТИ СРЕДСТВА ИЗ СТАВА 1. ОВОГ ЧЛАНА ВРШИ МИНИСТАРСТВО, ОДНОСНО ТЕЛО ЗА ОЦЕЊИВАЊЕ УСАГЛАШЕНОСТИ ИЗ ЧЛАНА 34. ОВОГ ЗАКОНА, ДО ИМЕНОВАЊА ТЕЛА ИЗ ЧЛАНА 47. ОВОГ ЗАКОНА.

СРЕДСТВО ИЗ СТАВА 1. ОВОГ ЧЛАНА СМАТРА СЕ КВАЛИФИКОВАНИМ САМО У ОКВИРУ ОЦЕЊЕНЕ УСЛУГЕ УПРАВЉАЊА КВАЛИФИКОВАНИМ СРЕДСТВОМ ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКОГ ПОТПИСА, ОДНОСНО ПЕЧАТА НА ДАЉИНУ КОЈУ ПРУЖА ПРУЖАЛАЦ КВАЛИФИКОВАНЕ УСЛУГЕ ОД ПОВЕРЕЊА.

СРЕДСТВО ИЗ СТАВА 1. ОВОГ ЧЛАНА УПИСУЈЕ СЕ У РЕГИСТАР КВАЛИФИКОВАНИХ СРЕДСТАВА ЗА КРЕИРАЊЕ ЕЛЕКТРОНСКИХ ПОТПИСА И ЕЛЕКТРОНСКИХ ПЕЧАТА УЗ НАПОМЕНУ ДА СЕ СРЕДСТВО СМАТРА КВАЛИФИКОВАНИМ САМО КАДА СЕ КОРИСТИ У ОКВИРУ ОЦЕЊЕНЕ УСЛУГЕ.

САМОСТАЛНИ ЧЛАНОВИ

ЧЛАН 24.

ПРОПИСИ ДОНЕТИ НА ОСНОВУ ЗАКОНА О ЕЛЕКТРОНСКОМ ДОКУМЕНТУ, ЕЛЕКТРОНСКОЈ ИДЕНТИФИКАЦИЈИ И УСЛУГАМА ОД ПОВЕРЕЊА У ЕЛЕКТРОНСКОМ ПОСЛОВАЊУ („СЛУЖБЕНИ ГЛАСНИК РС”, БРОЈ 94/17) УСКЛАДИЋЕ СЕ СА ОДРЕДБАМА ОВОГ ЗАКОНА У РОКУ ОД ШЕСТ МЕСЕЦИ ОД ДАНА СТУПАЊА НА СНАГУ ОВОГ ЗАКОНА.

ЧЛАН 25.

ОВАЈ ЗАКОН СТУПА НА СНАГУ ОСМОГ ДАНА ОД ДАНА ОБЈАВЉИВАЊА У „СЛУЖБЕНОМ ГЛАСНИКУ РЕПУБЛИКЕ СРБИЈЕ”.